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1. Introduction
The following evaluation criteria are derived from the email discussion on open aspects of the interworking and migration solutions for key issue 18 and the following comparison table between the solutions.
	
	6.18.1
	6.18.2
	6.18.3
	6.18.4
	6.18.5
	Comments

	Interfaces between EPC-NG CN
	Yes, used independently of RAN node change
	 “HSS” in common and i/f exists between IWF and NG CN for handover a-la “S1 HO”
	 “HSS” in common and i/f exists between IWF and NG CN for handover a-la “S1 HO”
	No, only “HSS” in common
	Yes, for c-plane (mobility, context transfer), i.e. “S1 HO”
	Most solutions see an i/f between the two CNs. If the IWF of 6.18.2 and 6.18.3 is implemented in MME and SGW (all or dedicated ones), then 6.18.1, 6.18.2, 6.18.3 and 6.18.5 are aligned

	Support for IP address preservation
	Yes
	Yes, UP anchoring in NG CN
	Yes, UP anchoring in NG CN
	Option available with common UP anchor
	With IW functionality in E-UTRAN and UE and common UP anchor
	6.18.1, 6.18.2, 6.18.3 and 6.18.5 seem aligned

	Support for dual radio UEs
	No
	No
	No
	Yes, dual attach with dual radio
	No
	6.18.1, 6.18.2, 6.18.3 and 6.18.5 are aligned

	Security Context
	Re-use security context in target system at east for a while 
	Single security context in NG CN for I1.
For I2, a security context is generated in the CN the UE attaches via NCIF.  At mobility to evolved E-UTRAN or NR, a target security context is generated and subsequently UE is re-authenticated to “anchor” the security context in NG CN. 
	As for 6.18.2
	N/A
	N/A
	Requires further analysis of details. Depending on SA3 design

	Session anchoring
	Anchor point changes
	Anchor point remains the same
	Anchor point remains the same
	May change in loose IW
	Unclear if session anchoring changes when moving from EPC to NG CN
	Requires further analysis

	Session continuity (Evolved E-UTRAN to NR)
	Via EPC-NG CN interface and anchoring in source system.
	In I1, depending on SSC model selected per NG CN mechanisms (can be supported). 

In I1 and I2, based on anchoring of UP in NG CN. 
 
	Based on anchoring of UP in NG CN. 

	Based on anchoring of UP in CN (common anchor for EPC and 5G CN). 

If no common anchor, use application level continuity 

	Based on anchoring of UP in CN
	Differences wrt u-plane anchoring always in source system, in common EPC/NGCN anchor, always in NG CN, or no common anchoring

	Session continuity for E-UTRAN (including option 3) and NR
	Via EPC-NG CN interface and anchoring in source system.
	Same as above
	As 6.18.2 I2 scenario. 
	Based on dual radio operations (dual attach to EPC and NG CN) and common UP anchor for EPC and NG CN.

Otherwise, continuity at service level must be used.

Service continuity for IMS anchored in NG core via Dual Radio VCC (DRVCC) upon handover to/from GERAN or UTRAN
	Same as above (?)
	Differences wrt u-plane anchoring always in source system, in common EPC/NGCN anchor, always in NG CN, or no common anchoring

	Support for scenarios with no session cont.
	Fast session recovery in target system
	Session continuity always present for E-UTRAN to/from NG RAN
	Session continuity always present for E-UTRAN to/from NG RAN
	For loose IW case, continuity at service level must be used. 
	Session continuity always present for E-UTRAN to/from NG RAN
	6.18.2, 6.18.3 and 6.18.5 are aligned

	UE Aspects
	
	Use EPC NAS or NG NAS depending on the core network by which it is served.
	Use EPC NAS or NG NAS depending on the core network by which it is served.
	Use EPC NAS or NG NAS depending on the core network by which it is served.
	Use EPC NAS or NG NAS depending on the core network by which it is served.
	Aligned

	NAS requirements
	
	NG NAS in NG RAN

EPC NAS in (non-evolved) E-UTRAN
	NG NAS in NG RAN 

EPC NAS in (non-evolved) E-UTRAN
	NG NAS in NG RAN 

EPC NAS in (non-evolved) E-UTRAN
	NG NAS in NG RAN 

EPC NAS in (non-evolved) E-UTRAN
	Aligned 

	Support for Option 3 UE
	?
	Support "non-evolved" E-UTRA procedures for backwards compatibility with pre-rel.15 networks

Support EPC NAS procedures e.g. for roaming
	Support "non-evolved" E-UTRA procedures for backwards compatibility with pre-rel.15 networks

Support EPC NAS procedures e.g. for roaming
	Support "non-evolved" E-UTRA procedures for backwards compatibility with pre-rel.15 networks

Support EPC NAS procedures e.g. for roaming
	?
	

	Requirements for interworking in eE-UTRAN
	
	UE indicates in AS support of 5G CN for e E-UTRAN routing to IWF

No need to indicated support of connectivity with IWF by eNB (non-evolved E-UTRAN), since UE will use only EPC NAS
	UE indicates in AS support of 5G CN for e E-UTRAN routing to 5G CN

eE-UTRAN indicates support of 5G CN in SIB
	
	RRC IW in E-UTRAN and in UE
	Requires more analysis of details.






2. Proposal

**** Start of changes ****
6.18.X Evaluation Criteria
6.18.X.1	Impacts on EPC
Does the solution require modification to EPC nodes functionality?
6.18.X.2	Impacts on NG CN for interfacing/interworking with EPC
Does the solution require the NG CN functions to support EPC specific functionality for the interworking and migration?
6.18.X.3	Impacts on the UE
The solutions are evaluated in terms of:
- Impact on the UE in terms of support of single attach (to either EPC or NG CN) or dual attach (to both EPC and NG CN) over an NG RAN and non-evolved E-UTRAN. 

6.18.X.4	Type of interworking supported
Does the solution support tight interworking with session continuity? 

6.18.X.4	Impacts of the type of interworking supported
If the solution does not support tight interworking for single radio UEs, what is the expected performance of the solution in terms of delay when moving from RAT or system to the other.


**** End of changes ****
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